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1. [bookmark: _Toc12826520][bookmark: _Toc13242959]Overview of the Call for Applications
This Call for Applications provides interested entities (the “Applicant(s)”) with an opportunity to submit applications to fulfill requirements for establishing a patient digital identity, access and authorization (IAA) service (the “project”).
[bookmark: _Toc12826521][bookmark: _Toc13242960]1.1 Submitting an Application for Funding
Issue date of Call for Applications: July 9, 2019 
Informational conference call, including responses to Applicants’ questions: Week of July 22-26, 2019
Closing date for applications: August 9, 2019, 12:00 PM (Noon, EST)
Questions about the Call for Applications and the application process must be submitted by email to DigitalHealthSecretariat@ontario.ca.

Please send an RSVP to DigitalHealthSecretariat@ontario.ca by July 19, 2019 to indicate your interest in attending the information conference call.

In order to be considered, applications must be received by the closing date for applications.

Please submit applications in accordance to requirements set out in the section 4 below titled “Application Requirements and Evaluation Criteria”. Completed applications must be sent by email to DigitalHealthSecretariat@ontario.ca. 

Applicants who have emailed an application by the closing date for applications will receive an acknowledgement of receipt of their application. Applications received after the closing date for applications will not be reviewed as part of the Call for Applications process. 

After evaluating applications according to the criteria described in the section 4 below titled “Application Requirements and Evaluation Criteria”, the Ministry of Health (“ministry”) may engage in follow up discussions with a short list of selected Applicants.

[bookmark: _Toc12826522][bookmark: _Toc13242961]1.2 Eligibility 
Organizations that have submitted self-assessments for Ontario Health Teams (OHT) are encouraged to apply.
Interdisciplinary and collaborative project teams made up of the following members are encouraged to submit applications:
One Lead Organization: A Lead organization is a publicly funded health care provider (HCP) including (but not limited to) family health teams, community care providers, long-term care homes and hospitals. The Lead Organization must be a health information custodian (HIC) as defined under the Personal Health Information Protection Act, 2004 (PHIPA).
Applications must be submitted by the Lead Organization.
One or more Technology Participants. A Technology Participant is a technology business providing an innovative solution to the problem statement. Partners may be of any size or stage (start-up, small- to medium-sized enterprise and multinational enterprise).
One or more Other Participants. An Other Participant is an HCP, community-based association or advocacy group (e.g. patient-family advisory table) who can provide sector expertise to ensure project development and implementation meets sector and local needs – especially for underserved and hard to reach patient groups.
The HCP serving as the Lead Organization commits to providing the clinical setting in which the patient digital IAA service will be implemented and evaluated, including clinician and operations support, project management support, procurement specialists and patients.
Project teams will agree to provide project metrics and progress reports to the ministry and the Centre for Digital Health Evaluation (CDHE) at Women’s College Hospital Institute for Health Systems Solutions and Virtual Care (WIHV), as well as participating in knowledge sharing activities as required for the project. 
2. [bookmark: _Toc12826523][bookmark: _Toc13242962]Provincial Context 
The Government of Ontario is committed to placing people at the centre of every government program, service, process and policy and to delivering simpler, faster and more easily accessible services for the people, communities and businesses of Ontario today and in the future.
There is a new bold vision for health care in the province of Ontario. The initiatives currently underway – such as Ontario Health Teams – will help create a system that is integrated, innovative, efficient and able to respond to the short- and long-term needs of our patients. There is a clear commitment from the government to end hallway health care by building a modern, sustainable and integrated health care system that starts with the patient.
The reorganization of the province’s health system under the Ontario Health Team (OHT)[footnoteRef:2] model and the creation of Ontario Health[footnoteRef:3] presents a significant opportunity to deliver high quality health care in new and innovative ways to Ontarians. This includes through digital health solutions that support a modern patient experience, efficient healthcare delivery, and ongoing quality and performance improvements. Through a digital-first approach and with safeguards in place to protect patient information and privacy, patients will have choices to access health information and communicate and share their personal health information (PHI) with their HCPs – all of which will be in alignment with provincial digital health policies and standards. [2:  To learn more about Ontario Health Teams, please visit http://health.gov.on.ca/en/pro/programs/connectedcare/oht/]  [3:  To learn more about Ontario Health, please visit https://www.ontario.ca/page/ontario-health-agency] 

Right now, the province’s digital health landscape is a mosaic of digital tools that all perform specific functions for specific clinical settings and patient use purposes – this fragmentation has created challenging and problematic user experiences.
With centralized accountability for digital health delivery, Ontario Health will be in a strong position to reverse the fragmentation of digital health assets, services and programs and solve problems to multifaceted issues that have been difficult to address with multiple, competing delivery partners operating in silos.
Information-sharing and communication between HCPs and their patients is inconsistent and siloed. As a result, patients experience fragmented care, confusion and challenges sharing information as they transition from one HCP to the next.
Ontarians expect to be able to actively manage their own health care, and yet they don’t have an easy way to access their own medical records or have choices in how to access virtual care services.
Furthermore, those people who have access to digital tools often need to use different login credentials to gain access to each digital tool they use – with each login credential meeting different thresholds for security and privacy. This presents potential security risks, inconvenience for the user and creates the burden of managing and storing multiple login/password combinations.
The 2nd report from the Premier’s Council on Improving Healthcare and Ending Hallway Medicine[footnoteRef:4] contains 10 recommendations that support a fundamental change in culture and organization of health care service planning and delivery. A reliable patient digital IAA service aligns with recommendations 1, 2, 3, 4, 6, and 10: [4:  To read the report and its recommendations, please visit https://www.ontario.ca/document/healthy-ontario-building-sustainable-health-care-system] 

Integration
1. Put patients at the centre of their health care. Patients should be well-supported and treated with dignity and respect throughout all interactions with the health care system.
2. Improve patients’ and providers’ ability to navigate the health care system, simplify the process of accessing and providing care in the community, and improve digital access to PHI.
3. Support patients and providers at every step of a health care journey by ensuring effective primary care is the foundation of an integrated health care system.
Innovation
4. Improve options for health care delivery, including increasing the availability and use of a variety of virtual care options.
Efficiency & Alignment
6. Data should be strategically designed, open and transparent, and actively used throughout the health care system to drive greater accountability and to improve health outcomes.
Capacity
10. Champion collaborative and interprofessional leadership development focused on system modernization capabilities.
A reliable patient digital IAA service is essential for accomplishing the goals of each of these recommendations.
3. [bookmark: _Toc12826524][bookmark: _Toc13242963]Project goals and outputs for a patient digital IAA service

Our vision for a modern healthcare system in Ontario sees individuals using a single solution for identity, access and authorization. This includes the capabilities for an array of patient-facing digital health applications that conform to Ontario standards, to securely enable Ontarians to access their PHI or participate in virtual care encounters.
Individuals and HCPs must be able to trust that the PHI they access is legitimate and accurate. To this end, our vision also requires a reliable digital IAA service that stands as one of a number of core services that are aligned to relevant standards and frameworks (e.g. OpenID Connect[footnoteRef:5], Open Mobile Alliance[footnoteRef:6], World Wide Web Consortium[footnoteRef:7]) and conform to the Digital ID & Authentication Council of Canada’s (DIACC) Pan-Canadian Trust Framework[footnoteRef:8].  [5:  To learn more about OpenID Connect, please visit https://openid.net/connect/]  [6:  To learn more about Open Mobile Alliance specifications, please visit http://openmobilealliance.org/wp/index.html]  [7:  To learn more about World Wide Web Consortium standards, please visit https://www.w3.org/standards/]  [8:  To learn more about DIACC’s draft components of the Pan-Canadian Trust Framework, please visit https://diacc.ca/pan-canadian-trust-framework/] 

It also means implementing more than technology solutions, including easy-to-use supports for all clients of the service so that:
· Patients can digitally access and grant access to their PHI and participate in virtual care encounters; 
· HCPs can provide excellent care for their patients in a convenient, modern way; and
· Government and its agencies have a high level of assurance that vendors whose secure and privacy-respecting patient-facing digital health applications integrate with provincial digital health assets are treating Ontarians’ PHI with the highest level of care.

[bookmark: _Toc12826525][bookmark: _Toc13242964]3.1 Project goals
Our goal for the patient digital IAA service is that it should enable Ontarians using secure and privacy-respecting third-party patient-facing digital health applications, who present specific credentials, to perform a number of important clinical transactions while ensuring the security, privacy and safety of their PHI and its provenance, including being able to:
· Digitally access PHI (e.g. lab test results, prescription information) from a variety of sources including HCP systems and provincial repositories.
· Have their PHI in a usable state and move with them from HCP to HCP or OHT to OHT, anywhere in the province.
· Interact virtually with an HCP via video visit or secure messaging.
· Digitally share PHI and other important information with their HCPs and caregivers.
· Digitally control who has access to their PHI through consent and access controls.


[bookmark: _Toc12826526][bookmark: _Toc13242965]3.2 Project outputs
In order to achieve this goal, we will require the Lead Organization to produce a public-facing digital IAA service that:
A. Validates and verifies the individual’s identity, compliant with ministry and Ontario Public Service (OPS) standards[footnoteRef:9]; [9:  To find out more about Government of Ontario Information and Technology Standards, please visit https://www.ontario.ca/page/information-technology-standards] 

B. Provides an authentication capability for the individual so they can set up a digital health account/wallet and use the same authentication credential with third-party patient-facing digital health applications to access their PHI and virtual care services; 
C. Provides the necessary capabilities for an individual to easily manage their consent and access directives for their PHI through the digital health account/wallet; 
D. Enables one or more patient-facing digital health applications that utilize this IAA service to access an individual’s PHI; and,
E. Provides a mechanism for an HCP/OHT to make the PHI it has in its custody and control available to the patient-facing digital health application while applying the individual’s consent and access directives.

[bookmark: _Toc12826527][bookmark: _Toc13242966]3.3 Project teams and the role of the Lead Organization
Project teams of two or more organizations are encouraged to apply. Applications must be submitted by the Lead Organization, and must include a description of all project team members including their designation under the PHIPA, for example as HICs, persons who provide services to custodians or other designations, if applicable. 
If selected, the Lead Organization would be the recipient of any funding and be accountable to the ministry for the project. The Lead Organization would be expected to establish the necessary relationships with other broader public sector (BPS) organizations, any vendors and other participants in order to deliver the proposed patient digital IAA service in compliance with applicable OPS and BPS procurement directives. 



[bookmark: _Toc12826528][bookmark: _Toc13242967]3.4 Additional project requirements
To accomplish the goals for a patient digital IAA service, and to inform the government’s business model for patient digital IAA, the project will be required to meet the following expectations:
· Interoperability. For our purposes, “interoperability” is the ability of different information systems, devices or applications to connect, in a coordinated manner, within and across organizational boundaries to access, exchange and cooperatively use data amongst stakeholders.

Accordingly, the patient digital IAA service should help to facilitate digital interaction between Ontarians and their PHI, and their HCPs across sectors. Applicants should consider what attributes would need to be bound to the digital identity for business purposes (e.g. tracking the patient journey/experience, eligibility).
· Patient-Facing Digital Health Applications. The project should demonstrate that a number of third-party patient-facing digital health applications are able to integrate with the patient digital IAA service. These third-party patient-facing digital health applications should cover the range of functionality described in section 3.1. As such, the project should aim to integrate the patient digital IAA service with 3-5 patient-facing digital health applications which themselves integrate with 3-5 provincial digital health assets, (e.g. the Consumer Gateway provided by eHealth Ontario[footnoteRef:10], hospital information systems, Ontario Laboratories Information System, Digital Health Drug Repository). [10:  The Consumer Gateway requires compliancy with OPENID Connect.] 

Applications must include a description of the expertise, skills, and experience of the Lead Organization and any partner organization(s), how these relate to the proposed roles and responsibilities of the Lead Organization and any partner organizations, and how the Applicants will meet the objectives and goals for the patient digital IAA service.
A proposed project plan for meeting project goals and objectives is required.
· Assurance levels. The government requires a high level of assurance and multiple levels of trust in the digital health tools that connect to provincial, HCP and OHT digital health assets. For example, the government must be able to trust that, 
· The person is who they claim to be. This is created through the process by which a digital identity is established and includes both validation and verification.
· The digital identity is under the control of the intended user (rightful owner or delegate).
· The third-party digital tools (e.g. patient-facing digital health applications) are performing within set guidelines that protect personal and private information and adhere to government standards for security, privacy and data/information management.
Accordingly, the patient digital IAA service must meet the security and privacy requirements of the ministry and the Ontario Public Service for identity-proofing and high sensitivity data, and must comply with the Government of Ontario Information and Technology (GO-IT) standards including the Corporate Policy on Electronic Identification, Authentication and Authorization and Security Requirements for Cloud Services[footnoteRef:11], and be highly available and include disaster recovery capabilities. [11:  To learn more about the security requirements for cloud services, please visit https://www.ontario.ca/page/go-its-2521-security-requirements-cloud-services] 

· Responsibilities & accountabilities. With the transition to OHTs and possible restructuring of key agencies under Ontario Health, the appropriate business owners of each part of the patient digital IAA service must be identified, including the responsibilities and obligations of each.
· Timelines & dependencies. The implementation approach should detail each phase of development including sequencing of activities and all relevant dependencies.
· Risks. Identification of significant potential risks and their related mitigation strategies
· Scalability. The patient digital IAA service should be scalable to all of Ontario, and designed to eventually be accessible to all Ontarians in all regions of the province.
· Transferability. The patient digital IAA service must utilize open standards (or emerging standards where necessary) and should be designed to allow for transferring partial or complete operations in the future for some or all of its parts to other entities (e.g. other vendors, the government or its agencies).
· [bookmark: _Hlk13124184]Audit, Privacy and Security. The Lead Organization is required to conform with the appropriate privacy and security requirements such as Privacy Impact Assessments, Threat Risk Assessment and audit requirements under the relevant GO-IT standards, and must carry out the project in a manner that ensures the Ministry’s compliance with its obligations under the PHIPA[footnoteRef:12]. [12:  To learn more about these requirements under the PHIPA, please visit https://www.ontario.ca/laws/statute/04p03	] 

· Recommendations. The Lead Organization is expected to apply any learnings or insights gained over the course of the project by providing recommendations to the project steering committee on potentially better or more efficient ways in which to achieve the project goals.

[bookmark: _Toc12826529][bookmark: _Toc13242968]3.5 Governance
The Lead Organization will establish a project steering committee comprised of representatives from relevant ministries and agencies, and OHTs. The steering committee will guide the overall implementation of the project. Sub-committees may be formed as needed to provide additional guidance on specific work streams.
The technical design and architecture of the patient digital IAA service and its components will be subject to review and approval by the ministry and / or its agencies for alignment with standards for the design of provincial digital health assets and digital services.

3.6 [bookmark: _Toc12826530][bookmark: _Toc13242969]Project parameters
Adoption Target. This project will establish a digital IAA service in a single community with the capability to scale to additional communities. Understanding that user adoption and usage may take some time, the minimum number required to provide a useful sample for evaluation purposes is 30,000 people from a community.
Timelines. The table below outlines the various phases for this project. The target go-live date is April 1, 2020.
	Phase
	Description
	Date range
	Duration

	Application Phase
	Open date for applications open
	July 9, 2019
	4.5 weeks

	
	Q & A session with applicants
	July 22 – 26, 2019
	

	
	Closing date for applications
	August 9, 2019 at 12:00 pm EST
	

	Assessment Phase
	Applications are internally reviewed.
Selected Applicants may be contacted for follow-up meetings.
	August 12 – October 18, 2019
	10 weeks

	Project Start Date
	October 21, 2019

	Detailed Planning Phase
	The Lead Organization develops the project charter and other project planning documents with input from the ministry.
	October 21 – November 15, 2019
	4 weeks

	Implementation Phase
	The Lead Organization commences work on project deliverables
	November 18, 2019 – April 7, 2021
	20 weeks

	Patient Digital IAA service go-live
	April 8, 2020

	Operations Phase 1
	The patient digital IAA service is launched and run in the target communities.
	April 8, 2020 – March 31, 2021
	1 year

	Evaluation Phase
	The CDHE will conduct an evaluation of the project over Operations Phase 1.
	Interim report due: October 2020
	

	
	
	Final report due: March 2021
	

	Operations Phase 2
	The patient digital IAA service is run for an additional year to “keep the lights on” and inform government decisions and direction for scaling to other communities in the province.
	April 1, 2021 – March 31, 2022
	1 year



Reporting. The selected Lead Organization shall submit to the ministry, project status reports every two weeks and attend monthly meetings with the project steering committee to discuss issues and provide updates.
Evaluation. The selected Lead Organization will work with the CDHE to conduct an evaluation of the project. The Lead organization shall submit to the ministry an interim evaluation report in October 2020 and a final evaluation report in March 2021. 
Alignment with corporate policies. In implementing the project, the selected Lead Organization shall comply with relevant Government of Ontario Information and Technology Standards and policies for connecting to provincial digital health assets, and the Ontario Digital Service’s Digital Service Standard[footnoteRef:13]. [13:  To learn more about the Ontario Digital Service and the Digital Service Standard, please visit https://www.ontario.ca/page/ontario-digital-service] 

[bookmark: _Toc12826531][bookmark: _Toc13242970]3.7 Out of Scope
The following items and areas of work are out of scope for this project:
· Products or services that by design, are not intended to fulfill any part of the government’s objectives or requirements for patient digital IAA.
· Products or services that are bundled with other products or services that are not specifically designed to meet the government’s objectives or requirements for patient digital IAA.
· Products or services that are based on proprietary technology (i.e. not based on open standards) that restricts options for seeking technical support or changing components of the patient digital IAA service in the future.
· Products or services that require consideration for alternate healthcare funding models (e.g. products or services that require payment from patients).
[bookmark: _Toc12826532][bookmark: _Toc13242971]3.8 Funding 
Limited funding may be available to support the chosen project(s) in 2019/20 and 2020/21. As part of their applications, Applicants must include a budget and sustainability proposal with rationale and assumptions.
4. [bookmark: _Toc12826533][bookmark: _Toc13242972]Application Requirements and Evaluation Criteria 
Applicants are requested to submit applications on their own electronic letterhead that address each element under section 3. Applicants will be evaluated in accordance with the following: 
[bookmark: _Toc12826534][bookmark: _Toc13242973]4.1 Qualifications (50%) 
· List Lead Organization and any partner organization(s) and their contact information. 
· Provide sign-off by most senior executives with signing authority for the Lead Organization and all other organizations on the project team. 
· [bookmark: _Hlk13242766]Describe expertise, skills, and experience of the Lead Organization and any partner organization(s), how these relate to the proposed roles and responsibilities of the Lead Organization and any partner organizations, and how the Applicants will meet the objectives and goals for the patient digital IAA service. 
· Describe any relevant experience(s) of the Lead Organization and / or any partner organization(s) collaborating together in the past and the outcomes achieved. 
· Describe the competitive or comparative advantages over other options available in the market.
· Describe the requirements of non-applicant organizations that may be required to make changes to support the project. For example, if the project requires access to provincial repositories via the Consumer Gateway, eHealth Ontario would need to know what is required.
· Describe approaches to any procurements required to carry out the project and how the Lead Organization will ensure these procurements can be applied at scale across Ontario’s health system.
[bookmark: _Toc12826535][bookmark: _Toc13242974]4.2 Approach (50%) 
· Describe proposed approach and evidence of feasibility (e.g. through past work) to achieve the project goals and each of the four objectives for patient digital IAA, including:
· Assembling an interdisciplinary and collaborative project team comprised of Technology and Other Participants representing different sectors (e.g. hospital, primary care, community care) who have a shared objective for achieving integrated care in their communities.
· Identifying the business requirements under each project objective.
· Identifying the overall architecture and design of the solution, in particular describing the requirements that current holders of potential sources of PHI (e.g. eHealth Ontario, hospitals) would be required to fulfill.
· Listing the core technology required to build and operate the patient digital IAA service.
· Describing how the requirements for operating the patient digital IAA service will be met, both for the duration of the project and at scale across the province.
· Timelines to meet the various project objectives and goals for the patient digital IAA service.
· Project management to ensure deliverables are produced within the agreed upon timeframe.
· Identifying and mitigating risks.
· Process for resolving issues.
· Best practices proposed to be used in any / all of the above approaches;
· Key success factors for the patient digital IAA service and / or approaches proposed; and,
· Describe existing relationships of the Lead Organization and any partner organizations that are proposed to be leveraged to meet the project objectives and goals. 
[bookmark: _Toc12826536][bookmark: _Toc13242975]4.3 Appendices 
· Include any additional information / evidence to support the application (e.g. evidence of business-focused evaluations, evidence of commercial validation projects and assessment of market potential of digital health solutions, evidence of capacity to align with relevant standards, evidence on demonstrated capacity to advise entities on compatibility / navigation of provincial digital health (e.g. standards, policy, architecture, funding), evidence of demonstrated familiarity with the needs of various clients (i.e. patient and family, HCP, government), reference from previous clients on value generated by previous work, etc.). 
[bookmark: _GoBack]Each Applicant will be informed of the status of their application, and if approved for funding, will be provided with copies of a Funding Agreement to sign. Applicants will be advised of any changes required to the project prior to finalizing the Funding Agreement. Ineligible or unsuccessful Applicants will be informed in writing [and provided with a brief explanation as to why the project was not funded]. The Applicant may request a debrief on why their application was not approved.
5. [bookmark: _Toc12826537][bookmark: _Toc13242976]Rights of the ministry

All ministry decisions related in any way to this call for applicants are final.
In submitting an application, the Applicant acknowledges that the ministry may at its sole discretion: 
· Communicate directly with any Applicant or potential Applicants;
· Verify with any Applicant or third party any information set out in the application; 
· Decide not to proceed with any or all applications;
· May choose which Applicant and which project to fund, if any; 
· Proceed with multiple solutions or require additional participants as partner organizations in the application.
In order to receive any potential funding, successful Applicants would be required to, among other requirements: 
· Sign a Funding Agreement with the Province of Ontario outlining the terms and conditions for receiving funds.
· Have or seek commercial general liability insurance coverage, of an amount to be determined at a later date, and to add “Her Majesty the Queen in Right of Ontario” as an additional insured on this coverage before the Funding Agreement can be executed. 

6. [bookmark: _Toc12826538][bookmark: _Toc13242977]No commitments to fund 

The ministry: 
· Makes no commitment to fund any Applicant or any project.
· Shall not be responsible for any cost or expenses incurred by any Applicant, including any costs or expenses associated with preparing and submitting responses to this Call for Applications.
· Any payment by the ministry is subject to there being an appropriation from the Ontario legislature for the fiscal year in which the payment is to be made and there being funds available. 
· Funds received in a given funding year may only be spent on eligible activities carried out during that funding year and specified in the budget and work plan attached to the Funding Agreement.
The program is a discretionary, non-entitlement program with a limited funding allocation. In some instances a project that meets all program criteria may not be approved for funding as other projects may more effectively meet the criteria.
Freedom of Information and Protection of Privacy Act
All applications submitted to the ministry are subject to the access to information provisions of the Freedom of Information and Protection of Privacy Act (the “Act”). The Act provides all persons with a legal right of access to information in the custody and/or control of the ministry, subject to a limited set of exemptions. One such exemption is information that reveals a trade secret or scientific, technical, commercial, financial or labour relations information supplied in confidence, where disclosure could reasonably be expected to result in certain harms. If an Applicant believes that any of the information it submits in connection with its application is confidential and wishes to protect the confidentiality of such information, the Applicant should clearly mark the information “confidential.” If the ministry receives a request for access to the information marked “confidential”, the ministry will contact the Applicant so that it may, if it wishes, make representations concerning the release of the requested information. Marking the information “confidential” does not mean that the information will not be released if and as required under the Act.
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