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Disclosure
• Presenter: Dr. David Verrilli

• Potential for conflict of interest:
• Dr. Verrilli received free use of Wellx for 6 months (during a pilot 

period) from Healthcare Made Simple Inc.



Objectives
• Understand the technology including compliance  with privacy 

legislation
• Describe how VFHT and its patients use the technology to 

engage patients in their own care
• Develop ideas about how this tool could be used in your team 

and with your patients



Background
• Village FHT, established Sept 2011
• Initially 3 physicians, 1 RN, 1 ED, 1 admin
• Growth to:

• 9 physicians
• 2 RN
• 1 NP
• 1 SW
• 1 ED
• 5 admin/clerical
• part-time chiropody and RD
• psychiatry on site



Technology
• Wellx is a secure website and mobile app for doctor-patient 

communication (now team-patient communication)
• Allows 1-to-1 email-like messaging with PCP and also 

collaboration with team
• Used for:

• answering non-urgent questions
• sharing non-critical results
• sending broadcast announcements to all patients e.g. flu shot 

clinic information
• Sending appointment notification info to patients

• At Village FHT, Wellx was initially implemented with myself 
and NP in summer 2012; rest of team joined on in Dec 2012



Security & Privacy

• potential risks with email communication:
• privacy and security
• timeliness of response
• clarity of communication 

• Wellx uses industry-standard (128-bit SSL) end-to-end 
encryption

• Terms of use must be accepted by patient, and if followed 
minimize risk above

• Message content can only be viewed by login with password



Welcome screen



Acceptable Use



CMPA Electronic Records 
Handbook
“At least one provincial privacy commissioner has indicated that 
physicians should avoid communicating personal health 
information via email unless the email service is secure and 
offers strong encryption. The commissioner has further indicated 
that it would be inappropriate to rely on patient consent to 
waive the protection afforded by encryption and other security 
measures.”



CPSO Policy Statement: 
Confidentiality of PHI
• “The College strongly advises  that physicians obtain patient 

consent to use electronic means for communicating personal 
health information. As part of obtaining consent, physician 
must explain to patients the inherent risks of using this form 
of communication.”



Case example 1: results
• 41 year old man, complaint of prostate symptoms
• After appointment he was sent for blood and urine tests



Case example 2: triage/advice
• 23 year old man initiates conversation



Case example 3: follow-up
• 1 y.o. boy with slight bowing of legs while walking
• I needed time to research and refresh on this issue



Positive Impact for Patients
• Online communication improves access to providers
• Better access for patients too thanks to mobile app
• It can help patients feel more connected with their PCP
• It can avoid unnecessary appointments



Stats for Dr. Verrilli
• 300 messages received in September 2014
• 275 messages sent in September 2014
• Weekly breakdown:

• Sept 1 - Sept 7: 96 messages received, 87 messages sent
• Sept 8 - Sept 15: 73 messages received, 67 messages sent
• Sept 16 - Sept 22: 34 messages received, 22 messages sent
• Sept 23 - Sept 29: 97 messages received, 99 messages sent

• Estimated time spent = 20 minutes per day
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